


 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 





 

When attempting to add or edit an item that includes the special character "%," the system 

now provides an informative error message to alert the user about the issue. The error 

message clearly indicates that the use of the "%" character is not allowed and provides 

guidance on resolving the error. 



 

By displaying this error message, users are promptly informed about the prohibited character 

and can take appropriate action to rectify it. This helps maintain data consistency and ensures 

that item names and details adhere to the necessary formatting rules. 

 

With this improvement, users can easily identify and address any potential issues related to 

the use of the special character "%," enabling them to proceed with the item creation or 

modification process smoothly and efficiently. 

When uploading an item sync file that contains the special character "%," the system now 

includes appropriate error handling in the batch job status report. If the uploaded file includes 

the prohibited character "%," the system will detect it during the batch job processing and 

generate an error message specifically addressing this issue. 

 

The error will be reflected in the batch job status report, providing clear visibility to users about 

the presence of the special character and the resulting error. This enables users to quickly 

identify and address any problematic items within the sync file. 

 

By incorporating this error handling mechanism, the system ensures data integrity and 

accuracy during the item sync process. Users can rely on the batch job status report to identify 

any issues related to the special character "%," facilitating efficient troubleshooting and 

resolution. 

 

This enhancement enables users to seamlessly manage item sync files while maintaining data 

consistency and adhering to the system's specifications and restrictions. 

 



• 

• 

• 

• 

 



 







 



 



 



• 

• 

 



 



 



 

 

 

 

• 

• 

• 

 

 

 

 

 



• 

• 

• 

 



 

 

 

 

 

 

 



 



With this update, administrators can now easily configure SSO providers for plants or Work 
centers, enabling users to log in to the application using their SSO credentials. 
 
User SSO Setup: 
To configure SSO login for a user, administrators need to set up the corresponding SSO 
provider for the plant or Work center. Once the SSO configuration is established, the user 
setup screen will reflect the following information in the Password Information section: 
 
"If you enable SSO for this user, then the Password and other security details are managed in 
your Identity Provider." 
 
By enabling SSO for a user, the application seamlessly integrates with the designated Identity 
Provider, ensuring that password and security management is handled within the SSO 
environment. This simplifies user access management and improves security through 
centralized identity management. 
 
We are dedicated to providing robust authentication options and streamlining user 
experiences. The expanded support for SSO using SAML 2.0 enhances security and simplifies 
user management for our valued customers. 
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http://schemas.xmlsoap.org/ws/2005/05/identity/claims/homephone
https://learn.microsoft.com/en-us/dotnet/api/system.security.claims.claimtypes?view=netframework-4.8
https://learn.microsoft.com/en-us/dotnet/api/system.security.claims.claimtypes?view=netframework-4.8
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http://schemas.xmlsoap.org/ws/2005/05/identity/claims/emailaddress
http://schemas.microsoft.com/ws/2008/06/identity/claims/windowsaccountname
http://schemas.microsoft.com/ws/2008/06/identity/claims/windowsaccountname
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